
Using NetData Lite 
 

NetData imports packet capture files – of many flavours. 

If you create the capture files with Wireshark, try to use a “capture filter” so that you only capture 

packets going to/from the server(s) that you are interested in. 

Also, remember to add the extension “.pcap” when you give Wireshark the filename for your 

capture. It doesn’t add an extension by default. 

 

Step 1. 
 

Drag your “pcap” file onto the NetData Lite icon. 

 

 

You can launch NetData Lite then use “File”-“Open Capture…” if you prefer. 

  



Step 2. 
 

If there is only one server in the packet capture, NetData will automatically popup and draw a whole 

sequence of charts. 

The main window is this one: 

 

 

You can press the “Dialogues” button on the main screen, or just bring the one already displayed to 

the foreground. 

Right-click on the IP address of the server you’re interested in, then select “Focus Server” on the 

popup menu.  (It is 4th from the bottom). 

This will turn the server green as below (more importantly, will “remember” the IP address or 

name). 

 

 

 



Step 3. 
 

Either: 

- Press the “Performance” button in the main window, or 

- Locate the existing “Transaction Performance” chart and press the “Load Data” button. 

-  

 

 

  



You’ll then get this “Load Data” dialog box: 

a. Choose a time period, or just press “All Time”. 

b. Make sure that “Application server transactions” is checked. 

c. I always also check “Connection requests and pings” so that we see TCP setups as 

transactions. 

d. The action of “Focus server” earlier means that your server IP/name should appear in the 

server field. If not, you can enter it manually. 

e. Press the “Load Server” button. 

 

 

 

If you get this dialog box, press “Yes”.   (This will remove superfluous information that might be on 

the already-existing Performance Chart). 

 

 



Step 4. 
 

You should now get a simplified “Transaction Performance” chart, containing all the transactions to 

your chosen server.  The transaction count is at the bottom right. 

You can hover on any of the symbols to get a popup with more details. 

To get the table view, press the “Trans” button along the top. 

 

 

 

 

Experiment with some of the other buttons, such as “Stats” and “Lengths”. 

 

  



Step 4. 
 

You should now get a table of “Transactions”, containing all the transactions to your chosen server.  

The symbols in the first columns match the symbols on the Performance chart. 

Press the “Columns” button to see a drop-down list of fields that you can add/remove as columns. 

 

 

Here I’ve added “Client Prep”, “Client Reaction” and “Records”. 

You might also like “Request End”, “Resp Start” or “Request Duration” and “Response Duration”. 

You can also remove columns if you want to (eg, “Connection ID”, “Client” or “Server”). 

You can press the column headings to sort by that column. Green means ascending and purple 

means descending. You can also drag the column headings to make them wider/narrower. 

The “Export” button will create a “CSV” file (in the directory where your NetData executables live. 

The CSV will contain the columns currently displayed. 

 

 

 

Step 5. 
 

Feel free to email me at   philst24@optusnet.com.au     or     phil@networkdetective.com.au 

Or Skype, “philst2903” for a screen sharing session. 

 

Thanks, Phil Storey.   
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